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ICT role
• Accountability Principle  intended  to  ensure  that  controllers  are  more  generally  in control 

and in the position to ensure and demonstrate compliance with data  protection  principles  in  
practice.  Accountability  requires  that controllers put in place internal mechanisms and control 
systems that ensure compliance and provide evidence – such as audit reports – to demonstrate 
compliance to external stakeholders, including supervisory authorities

[Accountability on the ground Part II: Data Protection Impact Assessments & Prior Consultation, EDPS, 2018]
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[Guidelines on Data Protection Impact Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for 
the purposes of Regulation 2016/679, WP29, 2017]

DPIA is further 
analysed in next 
seminars…
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DPIA as a GDPR accountability tool and ICT 
role

[Accountability on the ground Part II: Data Protection Impact Assessments & Prior Consultation, 
EDPS, 2018]
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DPIA as a GDPR accountability tool and ICT 
role
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Role of the DPO with respect to DPIA and 
records of processing activities

• What is the role of the DPO with respect to data protection impact assessment?

• The controller should seek the advice of the DPO, on the following issues, 
amongst others: 
- whether or not to carry out a DPIA 
- what methodology to follow when carrying out a DPIA 
- whether to carry out the DPIA in-house or whether to outsource it 
- what safeguards (including technical and organisational measures) to apply to 
mitigate any risks to the rights and interests of the data subjects 
- whether or not the data protection impact assessment has been correctly 
carried out and 
- whether its conclusions (whether or not to go ahead with the processing and 
what safeguards to apply) are in compliance with data protection requirements 

[Guidelines on Data Protection Officers (‘DPOs’), WP29, 2017] 
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Thank you for your attention!
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